

SA WG2 Temporary Document
Page 5

SA WG2 Meeting #121	S2-173498
15 – 19 May 2017, Hangzhou, China	

Source:	NTT DOCOMO, Ericsson, Huawei, Hisilicon 
Title:	Update to Network Slice Selection Parameters
Document for:	Approval
Agenda Item:	6.5.1
[bookmark: _GoBack]Work Item / Release:	5G_ph1 / Rel-15
Abstract of the contribution: This contribution provides an update to the network slice selection parameters and addresses issue of the contents of the NSSAI in RRC and NAS. 
[bookmark: _Toc471750286]1	Background
In SA2#118Bis, SA2 sent an LS (S2-170687) to SA3 reviewing the information requiring protection and steps required to ensure such protection especially:
“the UE may provide to the network in initial registration messages, before any NAS protection is established, network slice information (NSSAI) that can reveal both the slice type(s) the UE is connecting to and customer specific information.” 
SA3 responded to SA2 in S3-170902 saying:
“With regards to including NSSAI / S-NSSAI (or parts of it) used for slicing in the initial registration and subsequent NAS messages, SA3 concluded the following:
· Including such information in the non-integrity protected NAS messages shall be avoided – otherwise, an attacker may manipulate these information to perform service down-grade (or bid-down) and denial of service attacks.  
· Including such information in non-confidentiality protected NAS messages compromises the privacy as information about the slices that are being used by the UE/user is leaked. While such privacy may not be needed for all slices, access to some network slices or slice types that are considered privacy sensitive requires privacy protection – e.g., access to public safety related slice(s), enterprise or dedicated private slice(s). Therefore, at least for the slices that require privacy, these information shall not be sent without confidentiality protection.
Similarly, the security and privacy threats are also applicable when NSSAI related information is included in unprotected RRC signaling messages. Therefore, including NSSAI related information in such unprotected RRC signaling should be avoided when possible and shall be avoided when privacy of such information (e.g., when UE is accessing privacy sensitive slices) is required. ”
Observation 1: NSSAI information shall be avoided in unprotected RRC signaling messages and non-integrity protected NAS messages.
In addition, RAN3 sent LS in R3-171394 which stated:
“The full NSSAI may be large. Hence RAN3 assumes that RAN2 would want to check and decide whether it is needed to limit the size of the NSSAI that is sent over RRC. 
In case RAN2 decides that it is needed to limit the size of the NSSAI sent over RRC, alternative solutions to sending the full NSSAI would need to be considered.”
The information sent in RRC should be limited, e.g. Msg3 is limited and already in LTE it became ‘full’ just by adding absolutely necessary information and robustness, coverage and delay considerations dictate Msg3, i.e. early connection establishment will always be a phase where it would be preferable to adopt a shorter message. Msg5 is less constrained in size, but it does not necessarily mean similar efficiency considerations as for Msg3 are not important and should be disregarded.
Msg 5 in LTE is typically ~100 bytes, at the time Msg5 is scheduled the transport block (TB) size in use is very limited due to the lack of averaged DL signal measurements from the UE (CQIs). This implies that the longer the Msg5 is the more TBs would be needed to send it over the air. Obviously, the more TBs are used for transmission of Msg5, the longer it will take for the UE to access UP resources.
Observation 2: Size of the NSSAI sent over RRC has consensus from RAN WGs, and need an alternative solution to sending full NSSAI would need to be considered. 
Proposal: The proposal is to introduce a new parameter “Routing S-NSSAI” (R-SNSSAI) which is carried in RRC and used by the (R)AN as an input criteria to perform AMF selection. It is a single value identifier and represents the group of slices supported by the AMF currently serving the UE.
It has been agreed that:
“When receiving from the UE a Requested NSSAI and a Temporary ID in RRC, if the RAN can reach an AMF corresponding to the Temporary ID, then RAN forwards the request to this AMF.” 
So, if available and valid the Temporary ID is sufficient. 
On the other hand, the need for AMF group in the Temporary ID is still under discussion in the N2 stickiness topic. However, if such AMF group ID is agreed as part of the Temporary ID, the AMFs in the AMF group must support the same group of slices as indicated in the “Routing S-NSSAI”. Otherwise the slice could change when the (R)AN uses the AMF group to select the AMF. One may then ask, why do we need both the AMF group and the “Routing S-NSSAI” in RRC if they represent the same group of slices. The difference is that the AMF group can change per registration area, whereas the “Routing S-NSSAI” can remain the same across the PLMN.

2	Proposal
The following changes to TS 23.501 are proposed.

***** START of 1st CHANGE *****
[bookmark: _Toc480388581][bookmark: _Toc479689989]5.15.2	Identification and selection of a Network Slice: The S-NSSAI and the NSSAI
An S-NSSAI (Single Network Slice Selection Assistance information) identifies a Network Slice.
An S-NSSAI is comprised of:
-	A Slice/Service type (SST), which refers to the expected Network Slice behaviour in terms of features and services;
-	A Slice Differentiator (SD). which is optional information that complements the Slice/Service type(s) to allow further differentiation for selecting an Network Slice instance from the potentially multiple Network Slice instances that all comply with the indicated Slice/Service type. This information is referred to as SD.
The S-NSSAI can have standard values or PLMN-specific values. S-NSSAIs with PLMN-specific values are associated to the PLMN ID of PLMN that assigns it. An S-NSSAI shall not be used by the UE in access stratum procedures in any PLMN other than the one to which the S-NSSAI is associated.
Editor's note:	Whether a single value which is a representation of a collection of the S-NSSAIs could also be used as NSSAI is FFS.
The NSSAI is a collection of S-NSSAIs (Single Network Slice Selection Assistance Information). Each S-NSSAI assists the network in selecting a particular Network Slice Instance. The CN part of a Network Slice instance(s) serving a UE is selected by CN.
Routing S-NSSAI (R-SNSSAI) is a special S-NSSAI in PLMN-specific range which is used by (R)AN as an input criteria to perform AMF selection. It represents the set of Network Slices supported by the AMF currently serving the UE. R-SNSSAI is always the last S-NSSAI of the Allowed-NSSAI. The (R)AN may use Requested NSSAI in access stratum signalling to handle the UE Control Plane connection before the 5GC informs the (R)AN of the Allowed NSSAI. R-SNSSAI is also sent on RRC. R-SNSSAI shall be stored, on a per PLMN per registration basis. The Requested NSSAI is not used by the RAN for routing when the UE provides also a Temporary User ID.
NOTE 1: Security protection of the NSSAI, S-NSSAI and R-SNSSAI is described in TS xx.xxx.
NOTE 2: The exact format of R-SNSSAI is left for Stage 3.
NOTE 3: The UE is not expected to interpret the R-SNSSAI.

Editor's note:	Whether (R)AN uses Requested R-SNSSAI is to be checked with RAN WGs.
When a UE is successfully registered, the CN informs the (R)AN by providing the whole Allowed NSSAI for the Control Plane aspects.
Editor's note:	The need for informing the (R)AN by providing the whole Allowed NSSAI is to be checked with RAN WGs.
When a PDU session for a specific slice instance is established, the CN provides to the (R)AN the S-NSSAI corresponding to the slice instance that this PDU session belongs to enable the RAN to perform access specific functions.
NOTE:	The details of how the RAN uses NSSAI information is described in TS 38.xxx[x].


***** START of 2nd CHANGE *****

[bookmark: _Toc480388583]5.15.4	UE NSSAI configuration and NSSAI storage aspects
A UE can be configured by the HPLMN with a Configured NSSAI per PLMN. A Configured NSSAI can be PLMN-specific and the HPLMN indicates to what PLMN(s) each Configured NSSAI applies, including whether the Configured NSSAI applies to all PLMNs, i. e. the Configured NSSAI conveys the same information regardless of the PLMN the UE is accessing (e.g. this could be possible for NSSAIs containing only standardized S-NSSAIs). When providing a Requested NSSAI to the network upon registration, the UE in a given PLMN shall only use S-NSSAIs belonging to the Configured NSSAI, if any, of that PLMN. Upon successful completion of a UE's Registration procedure, the UE may obtain from the AMF an Allowed NSSAI for this PLMN, which may include one or more S-NSSAIs . The Allowed NSSAI shall take precedence over the Configured NSSAI for this PLMN. The UE shall use only the S-NSSAIs in the Allowed NSSAI corresponding to a Network Slice for the subsequent Network Slice selection related procedures in the serving PLMN, as described in section 5.15.5. This is known as Accepted NSSAI.
For each PLMN, the UE shall store the Configured NSSAI and, if any, the Allowed NSSAI. When the UE receives an Allowed NSSAI for a PLMN, it shall store it and override any previously stored Allowed NSSAI for this PLMN.


***** START of 3rd CHANGE *****


5.15.5.2.1.1	UE with Configured or Allowed NSSAI for the PLMN
When a UE registers with a PLMN, if the UE for this PLMN has a Configured NSSAI or an Allowed NSSAI f, the UE shall provide to the network in RRC and NAS layer a Requested NSSAI containing the S-NSSAI(s) corresponding to the slice(s) to which the UE wishes to register, in addition to the Temporary User ID if one was assigned to the UE. The UE shall also provide Temporary User ID, if previously assigned to the UE, in RRC. In addition, the UE shall include the R-SNSSAI, if one was assigned to the UE, in RRC Connection Establishment resulting from initial and mobility Registration messages but not Service Request.

The Requested NSSAI may be either:
-	the Configured-NSSAI, or a subset thereof, but not excluding R-SNSSAI, as described below, if the UE has no Allowed NSSAI for the current PLMN; or
-	the Allowed-NSSAI, or a subset thereof, but not excluding R-SNSSAI, as described below, if the UE has an Allowed NSSAI for the current PLMN, or
-	the Allowed-NSSAI, or a subset thereof as described below, plus one or more S-NSSAIs from the Configured-NSSAI for which no corresponding S-NSSAI is present in the Allowed NSSAI and that were not previously permanently rejected (as defined below) by the network for the present tracking area.
The subset of Configured-NSSAI consists of a combination of S-NSSAIs including one or more S-NSSAI(s) in the Configured NSSAI applicable to this PLMN, if the S-NSSAI was not previously permanently rejected (as defined below) by the network for the present tracking area, or was not previously added by the UE in a Requested NSSAI.
The subset of Allowed NSSAI consists of a combination of R-SNSSAI together with S-NSSAIs including one or more S-NSSAI(s) in the last Allowed NSSAI for this PLMN.
The UE may provide in the Requested NSSAI an S-NSSAI from the Configured NSSAI that the UE previously provided to the serving PLMN in the current registration area.
The UE shall include the Requested NSSAI at RRC Connection Establishment and in NAS messages. The RAN shall route the NAS signaling between this UE and an AMF selected using the Requested NSSAI obtained during RRC Connection Establishment. If the RAN is unable to select an AMF based on the Requested NSSAI, it routes the NAS signalling to an AMF from a set of default AMFs.
Editor's note:	Whether NSSAI in RRC and NAS are exactly the same, is to be determined.
If the UE provides no Requested NSSAI, the network behaviour is the same as described in section 5.15.5.2.1.2.
Upon successful Registration, the UE is provided with an R-SNSSAI, and a Temporary ID by the serving AMF. The UE shall include this R-SNSSAI in RRC Connection Establishment resulting from initial and mobility Registration messages but not Service Request. The UE shall also include this Temporary ID in any RRC Connection Establishment during subsequent initial accesses to enable the RAN to route the NAS signalling between the UE and the appropriate AMF.
Editor's note:	Aspects of uniqueness of the Temporary ID are addressed in the discussion on registration management.
The serving PLMN may also return a new Allowed NSSAI identifying the Network Slices permitted by the serving PLMN for the UE. The UE shall store this new Allowed NSSAI and override any previously stored Allowed NSSAI for this PLMN, as described in clause 5.15.4.
The network may individually reject an S-NSSAI provided by the UE in the Requested NSSAI with a rejection cause. The network may also indicate if the rejection is permanent (e.g. the S-NSSAI is not supported by the PLMN in at least the current registration area) or temporary (e.g. the Network Slice corresponding to the S-NSSAI is temporarily unavailable).
NOTE:	The exact details of rejection causes will be defined by stage 3.
When receiving from the UE a Requested NSSAIR-SNSSAI and a Temporary ID in RRC, if the RAN can reach an AMF corresponding to the Temporary ID, then RAN forwards the request to this AMF. Otherwise, the RAN selects a suitable AMF based on the Requested NSSAIR-SNSSAI provided by the UE and forwards the request to the selected AMF. If the RAN is not able to select an AMF based on the Requested NSSAIR-SNSSAI, then the request is sent to a default AMF.
5.15.5.2.1.2	UE without any NSSAI for the PLMN
When a UE registers with a PLMN, if for this PLMN the UE has no Configured NSSAI or AllowedR-S NSSAI, the RAN shall route all NAS signalling from/to this UE to/from a default AMF. The UE shall not indicate any NSSAI in RRC Connection Establishment or Initial NAS message unless it has a Configured NSSAI or Allowed NSSAI for the corresponding PLMN. The UE shall not indicate any R-SNSSAI in RRC Connection Establishment message unless it has the R-SNSSAI for the corresponding PLMN. Upon successful Registration, the UE is provided with a Temporary ID by an AMF in this PLMN as well as with an Allowed -NSSAI identifying the slices permitted by the serving PLMN for the UE, which are part of the subscribed default S-NSSAI(s) of the UE. R-SNSSAI is included in the Allowed-NSSAI. The UE shall include this Temporary ID in any RRC Connection Establishment during subsequent initial accesses to enable the RAN to route the NAS signalling between the UE and the appropriate AMF. The UE shall also include this R-SNSSAI in RRC Connection Establishment resulting from initial and mobility Registration messages but not Service Request to enable the RAN to route the NAS signalling between the UE and the appropriate AMF.
5.15.5.2.2	Modification of the Set of Network Slice(s) for a UE
The set of Network Slices for a UE can be changed at any time while the UE is registered with a network, and may be initiated by the network, or the UE under certain conditions as described below.
The network, based on local policies, subscription changes and/or UE mobility, may change the set of permitted Network Slice(s) to which the UE is registered. The network may perform such change during a Registration procedure or trigger a notification towards the UE of the change of the supported Network Slices using an RM procedure (which may trigger a Registration procedure). A change in set of permitted Network Slice(s) may result in a change of R-SNSSAI. The Network provides the UE with a new Allowed NSSAI and Tracking Area list.
NOTE 1:	The details of the RM procedure used to notify the UE of a changes of the supported NSSAI are to be defined.
In order to change the set of S-NSSAIs being used, the UE shall initiate a Registration procedure as specified in clause 5.15.5.2.1.1.
Change of set of S-NSSAIs to which the UE is registered (whether UE or Network initiated) may lead to AMF change subject to operator policy.
NOTE 2:	Changing the set of Network Slices accessible by the UE could result in terminating termination of ongoing PDU sessions with the original set of Network Slices if these slices are no longer used; some Network Slices are still retained, potentially.
Editor's note:	The conditions under which PDU sessions belonging to Network Slices that are being disconnected can be maintained and supported by other Network Slices are FFS.
Editor's note:	The condition under which the UE is able to request the change of the Network Slices, and what it is able to request, are FFS.




***** END of CHANGES *****
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